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**Regulations Regarding the State Information Systems’ Integrator**

*Issued pursuant to*

*Section 17, Paragraph six of the Law on State Information Systems*

**1. General Provision**

1. The Regulation prescribes the procedures for ensuring the circulation of information using a State information systems’ integrator (hereinafter – the integrator), and for the establishment, development, and liquidation of the integrator.

**2. Procedures for Ensuring the Circulation of Information Using the Integrator**

**2.1. General Requirements**

2. A State information system’s manager which has taken a decision to ensure the circulation of information using the integrator in accordance with the laws and regulations governing State information systems, and also a State or local government authority or a private individual managing an information system which is involved in ensuring the circulation of information with the relevant State information system (hereinafter – the system manager) shall ensure the circulation of information in accordance with the procedures laid down in this Regulation.

3. Upon ensuring the circulation of information, the system manager which organises and manages the operation of a State information system may involve an information system established and maintained by a State or local government authority or a private individual if it can ensure the circulation of information between its information system and the relevant State information system in accordance with the requirements laid down in this Regulation.

4. Upon ensuring the circulation of information, the system managers and the manager of the State information systems’ integrator (hereinafter – the integrator manager) shall mutually cooperate in accordance with the procedures laid down in this Regulation, and also in other laws and regulations.

5. The integrator manager shall provide organisational and technological support for the centralised circulation of information between State information systems and other information systems involved in ensuring the mutual circulation of information with the assistance of the integrator (hereinafter – the system), and also shall promote the use of the integrator so that the circulation of information does not need to be ensured by using direct links between the systems.

6. In cooperation with the system managers, the integrator manager shall organise and manage the operation of the integrator according to the principle of good administration, and also shall take information measures intended to ensure and develop the circulation of information using the integrator.

7. The integrator manager shall maintain the operation of the integrator which ensures the circulation of information in accordance with the criteria laid down in the laws and regulations regarding State information systems.

8. Upon using the integrator, the system managers shall organise the circulation of such information which is available within the relevant systems or which can be obtained by processing the information available in accordance with the laws and regulations or mutual agreements between the system managers.

9. The system manager tasked with organising the circulation of information between the systems in accordance with the laws and regulations or mutual agreements between the system managers shall coordinate the cooperation between the system managers in order to implement, suspend, or resume the circulation of information, or in order to manage the changes introduced in this circulation of information.

10. The integrator manager shall coordinate the cooperation referred to in Paragraph 9 of this Regulation between the system managers if the integrator manager is tasked with organising the circulation of information between the systems in accordance with the laws and regulations or a mutual agreement between the system managers and the integrator manager.

11. The system manager in charge of providing the service in accordance with the laws and regulations or mutual agreements between the system managers shall coordinate the cooperation between the system managers in order to provide a service the circulation of information required by which is ensured, using the integrator.

12. The integrator manager shall coordinate the cooperation referred to in Paragraph 11 of this Regulation between the system managers if it is in charge of providing the service in accordance with the laws and regulations or a mutual agreement between the system managers and the integrator manager.

13. The integrator manager may access information the circulation of which has been ensured, using the integrator, and also process or use the information in circulation only in accordance with the laws and regulations or a mutual agreement between the system managers and the integrator manager.

14. If the system managers and the integrator manager mutually agree in accordance with Paragraph 8, 9, 10, 11, 12, or 13 of this Regulation, the relevant agreement document shall specify the systems and the information available within such systems the circulation of which is ensured using the integrator, and also the requirements or restrictions pertaining to the circulation of such information, and the processing or use of the information in circulation (hereinafter – the conditions for the circulation of information).

15. The system manager shall ensure the information and technical resources necessary for the operation of the relevant system which support the circulation of information, using the integrator, and also shall be responsible for the maintenance and security of the system in conformity with Paragraph 23 of this Regulation.

16. The integrator manager shall ensure the information and technical resources necessary for the operation of the integrator which support centralised circulation of information between the systems, and also shall be responsible for the maintenance and security of the integrator in conformity with Paragraph 23 of this Regulation.

17. The system manager shall organise the cooperation with the integrator manager in order to ensure connecting of the relevant system to the integrator and management of changes in the configuration of the information or technical resources, and also to the circulation of information according to the functionality or security requirements of the integrator.

18. Upon cooperating with the integrator manager, the system manager shall create and maintain a system interface that enables centralised online circulation of information with the relevant system, using the integrator.

19. The integrator manager shall ensure the system managers with access to the system interface according to the conditions set by the system manager that establishes and maintains the relevant interface.

20. The system managers shall use the system interface according to the rights of use set by the system manager that establishes and maintains the relevant interface.

21. The system manager that establishes and maintains the system interface shall set the conditions for accessing the relevant interface, and also the rights for the use of such interface in conformity with the conditions for the circulation of information laid down in the laws and regulations or indicated in the agreement document referred to in Paragraph 14 of this Regulation.

22. The system managers and the integrator manager shall, upon mutual cooperation, ensure secure circulation of information between the systems and the integrator,carrying out the following activities:

22.1. the system manager shall:

22.1.1. analyse the system operation auditing records on the events in the operation of the system which could affect secure circulation of information and inform the integrator manager of such events immediately after discovering them, and also immediately provide the relevant auditing records to the integrator manager upon request of the integrator manager;

22.1.2. upon analysing the security risks of the system, take into account the effect of the operation of the integrator on the security of the system and secure circulation of information;

22.1.3. plan such system security measures that reduce the effect of the operation of the system on secure circulation of information, and also prevent any damage to or unauthorised processing of the information in circulation, or such information becoming available to unauthorised persons, using the relevant system;

22.1.4. after finding deficiencies in the operation of the system or a security incident that can affect secure circulation of information, immediately inform the integrator manager of such deficiencies or incident, and also take system security measures to minimise the relevant effect;

22.2. the integrator manager shall:

22.2.1. analyse the integrator operation auditing records on the events in the operation of the integrator which could affect secure circulation of information and inform all system managers of such events immediately after discovering such events, and also immediately provide the relevant auditing records to the system managers upon request of the system managers;

22.2.2. upon analysing the security risks of the integrator, take into account the effect of the operation of the systems on the security of the integrator and secure circulation of information;

22.2.3. plan such integrator security measures that reduce the effect of the operation of the integrator on secure circulation of information, and also prevent any damage to or unauthorised processing of the information in circulation, or such information becoming available to unauthorised persons, using the integrator;

22.2.4. after finding deficiencies in the operation of the integrator or a security incident that can affect secure circulation of information, immediately inform all the system managers of such deficiencies or incident, and also take integrator security measures to minimise the relevant effect.

23. The system manager and the integrator manager shall organise the circulation of information, and also manage the information and technical resources necessary for ensuring the circulation of information in compliance with the following requirements:

23.1. the general technical and security requirements laid down in the laws and regulations regarding State information systems;

23.2. the requirements laid down in the laws and regulations regarding security of information technologies;

23.3. the requirements laid down in the laws and regulations regarding the protection of integrators and integrated State information systems;

23.4 the technical and organisational requirements laid down in the laws and regulations regarding personal data protection if the circulation of such information which contains personal data is ensured;

23.5. the requirements laid down in the laws and regulations regarding electronic documents if the circulation of such information which is contained in electronic documents is ensured;

23.6. the requirements laid down in the laws and regulations regarding the circulation of geospatial information if the circulation of geospatial information is ensured;

23.7 the requirements laid down in the laws and regulations regarding the protection of restricted information if the circulation of such information which is deemed restricted information in accordance with the laws and regulations regarding the freedom of information is ensured;

23.8 the requirements laid down in the laws and regulations regarding the protection of official secret objects if the circulation of such information which is deemed an official secret object in accordance with the laws and regulations governing official secrets is ensured.

24. The integrator manager shall organise and manage the operation of the integrator in accordance with the requirements referred to in Sub-chapter 2.1 of this Regulation which apply to every integrator manager regardless of the area of activity of the integrator.

25. The State Regional Development Agency shall establish and maintain the integrator, and also ensure the circulation of information between the systems in conformity with the requirements laid down in Sub-chapter 2.2 of this Regulation.

**2.2. Ensuring the Circulation of Information, Using the Integrator Controlled by the State Regional Development Agency**

26. The State Regional Development Agency (hereinafter – the Agency) shall organise and manage the operation of the integrator which ensures the circulation of information between systems (including systems in which geospatial information is included) in any field of their activity, regardless of the purpose of the use of the information in circulation.

27. Using the integrator controlled by the Agency, system managers may access the standardised information and technology sharing infrastructure (hereinafter – the infrastructure) which supports:

27.1. the circulation of information available in the systems with such systems in which the relevant information is included without changing its content;

27.2. the circulation of information to be included in the systems with such systems in which the relevant information is updated;

27.3. the circulation of electronic documents and of the information related to them between the systems in which the relevant documents are stored;

27.4. the circulation of information necessary for the provision of a service between the systems in which the relevant information is available;

27.5. the circulation of information which makes it possible to remotely and electronically:

27.5.1. identify the natural person who requests or receives a service if access or use restrictions have been set for this service. The data for the identification of the natural person obtained during one electronic identification process may be used and transferred to the managers of several systems. The system manager may use the received data in several systems or services under its management;

27.5.2. check if the natural person may request or receive the service if the natural person needs the right or authorisation to represent a legal person or a State or local government authority in order to request or receive such service;

27.5.3. request a natural or legal person or a State or local government authority to pay for a service if a fee is charged for the provision of the service, and also to check the payment made by the relevant person.

[*10 July 2018*]

28. The Agency shall provide organisational and technological support to the circulation of the information referred to in Sub-paragraph 27.5 of this Regulation in cooperation with:

28.1. identification service providers that issue electronic means of identification to natural persons, electronically identify the relevant persons, and make it possible to obtain information on these persons online;

28.2. members of the STORK programme for the organisational and technological cross-border interoperability for the mutual recognition of electronic means of identification issued in European countries and for the identification of natural persons;

28.3. the Office of Citizenship and Migration Affairs which allows online access to the information on natural persons included in the Population Register in order to verify their identity;

28.4. the Enterprise Register which allows online access to the information on natural persons included in the information system of the Enterprise Register in order to check the rights assigned to them to represent legal persons;

28.5. credit institutions, the Treasury, and payment card transaction processing service provider which allow to obtain information online on payment orders submitted by natural or legal persons, and the fulfilment thereof;

28.6. telecommunication service providers that organise delivery of the text messages concerning the services provided from the system manager to the mobile communications device of the system user;

28.7. infrastructure service providers that provide security services for the protection of the components of the integrator if a natural person makes an online connection to the integrator.

[*15 January 2019; 24 September 2019*]

29. The system manager which has taken the decision to ensure the circulation of information, using the integrator managed by the Agency, shall submit a relevant application to the Agency. The Agency shall determine the form and type of submitting the application, and also consult the system manager on the filling in of the application form.

30. In the application form, the Agency shall indicate the means of remote communication to ensure the communication of the system manager with the Agency in relation to the use of the integrator. The Agency shall inform the system managers which have submitted the application of any changes related to the relevant means of remote communication within five working days after making of such changes.

31. In the application, the system manager shall indicate the means of remote communication in order to ensure the communication of the Agency with the system manager in relation to the use of the integrator. The system manager shall inform the Agency of changes related to the relevant means of remote communication within five working days after making of such changes.

32. The Agency shall, within 10 working days after receiving the application, assess the information provided therein and shall notify the system manager regarding approval or rejection of the application, indicating the deficiencies that must be eliminated to ensure the circulation of information. using the integrator controlled by the Agency. After the deficiencies indicated by the Agency are eliminated, the system manager may re-submit the application.

33. The Agency shall provide the following opportunities to the system manager:

33.1. to host in the infrastructure:

33.1.1. a web service the use of which allows to ensure the circulation of the information to be included in the relevant system with the assistance of the integrator (hereinafter – the service);

33.1.2. a service application the use of which allows to provide the relevant service in electronic form, ensuring the circulation of the information necessary for the provision of such service with the assistance of the integrator (hereinafter – the application);

33.2. to test the operation of the service or application in the testing environment of the integrator, and also the circulation of information before beginning it in the production environment of the integrator;

33.3. to use infrastructure catalogues necessary for the accounting and identification of services and other infrastructure resources, and also for the use of such assets, to ensure the circulation of information with the assistance of the integrator;

33.4. to use a virtual office in which the authorised representatives of the system manager can participate in the circulation of information necessary for the provision of the service of the system manager with the recipients of such service;

33.5 to obtain information on natural persons and authorisations granted to them by legal persons or State or local government authorities which authorise the natural persons to request or receive services on behalf of the relevant legal person or State or local government authority;

33.6. to receive notifications from the recipients of the service regarding the deficiencies found in the service the circulation of information required for the provision of which is ensured, using the integrator, and also in the information in circulation pertaining to the recipients of the service, identifying the natural persons that notify regarding the deficiencies found.

34. The system manager shall develop and maintain the service in conformity with the conditions referred to in Paragraphs 18, 19, 20, and 21 of this Regulation. The system manager shall develop and maintain the application in cooperation with the Agency.

35. The Agency shall develop and maintain the service or the application if it organises the circulation of information between the systems or is in charge of providing the service in accordance with the laws and regulations or a mutual agreement between the system managers and the Agency.

36. The system manager that maintains the service (hereinafter – the service keeper) shall:

36.1. determine the rights for the use of the service and permit another system manager to use the service upon its request in order to ensure the circulation of information with the relevant system;

36.2 determine the conditions for accessing the service and request the Agency to provide the system manager which is allowed to use the service (hereinafter – the service user) with access to the relevant service, and also to deny or renew such access.

37. After receiving a request from the service keeper to provide, deny, or renew access of the service user to a service hosted within the infrastructure, the Agency shall immediately provide the service user with access to that service according to the conditions of access set by the service keeper, or shall deny or renew access of the service user to the service upon request, and also report this to the service keeper and the service user.

38. Upon introducing or planning changes in the service which affect the circulation of information, the service keeper:

38.1. shall inform the Agency of the changes to be introduced or planned at least three months before the implementation of such changes;

38.2. shall ensure the possibility for all service users to check the circulation of information according to the changes to be introduced at least three months before implementation of such changes;

38.3. may maintain the operation of the service which allows the service users to continue the circulation of information ensured before the changes were introduced, agreeing on the maintenance of such operation with all service users, unless it affects secure circulation of information or unless the relevant circulation of information should not be discontinued in accordance with the laws and regulations or a mutual agreement between the system managers.

39. After receiving information from the service keeper in accordance with Sub-paragraph 38.1 of this Regulation, the Agency shall immediately provide the relevant information to all service users.

40. The Agency shall provide the necessary advisory or technological support to the system managers on working days between 8:30 and 17:00.

41. The Agency shall ensure and maintain the operation of the integrator in a continuous manner, except for scheduled and unscheduled interruptions in the operation of the integrator.

42. The Agency shall ensure the availability of the integrator in the (annual) amount of the time of operation of the integrator, which is 24 hours a day, as specified in the laws and regulations regarding the integrator and the protection of integrated State information systems.

43. Upon introducing or planning changes in the integrator which affect the circulation of information, the Agency shall:

43.1. inform all system managers which use the integrator of the changes to be introduced to or planned for the integrator at least three months before implementation of such changes;

43.2. ensure the possibility for the system managers to check the circulation of information according to the changes to be introduced when the testing of such changes in the testing environment of the integrator is completed;

43.3. maintain the operation of the integrator which allows the system managers to continue the circulation of information ensured before the changes were introduced for at least 12 months after implementation of such changes if it does not affect secure circulation of information.

44. The Agency may discontinue the maintenance of the operation of the integrator referred to in Sub-paragraph 43.3 of this Regulation before the set term if all the system managers which continue the relevant circulation of information agree to this.

45. The Agency shall inform all the system managers which use the integrator of:

45.1. any scheduled work on the integrator or the infrastructure which might affect the circulation of information at least five working days before performance of this work;

45.2. any scheduled interruption in the operation of the integrator at least five working days before setting in of such an interruption, indicating the time and duration of the scheduled interruption;

45.3. any unscheduled interruption in the operation of the integrator immediately after the interruption sets in;

45.4. any disruptions in the circulation of information related to the operation of the integrator or the relevant system, and also to the operation of the service or application, immediately after the discovery of such disruptions.

46. The Agency shall provide the system manager with the possibility to electronically request the solving of a technical problem related to ensuring the circulation of information with the assistance of the integrator, and shall reply to the relevant request within four working hours, agreeing on the manner and time for solving the reported problem with the system manager. The Agency shall reply to the request of the system manager without delay during the working hours of the Agency if the problem indicated in such request affects secure circulation of information. The Agency has an obligation to inform the system managers of the possibility of solving the problems reported by the system managers which affect secure circulation of information, outside the working hours of the Agency.

47. The system manager shall inform the Agency of:

47.1. planned work in the relevant system which may affect the circulation of information at least five working days before performance of such work;

47.2. a scheduled interruption in the operation of the relevant system at least five working days before setting in of such an interruption, indicating the time and duration of the scheduled interruption;

47.3. an unscheduled interruption in the operation of the relevant system immediately after the interruption sets in;

47.4. disruptions in the circulation of information related to the operation of the relevant system or the integrator, and also to the operation of the service or application, immediately after the discovery of such disruptions.

48. After receiving the information referred to in Paragraph 47 of this Regulation from the system manager, the Agency shall immediately inform the managers of other systems thereof.

49. The system manager shall provide the Agency with the possibility to electronically request the solving of a technical problem related to ensuring the circulation of information with the assistance of the integrator, and shall reply to the relevant request within four working hours, agreeing on the manner and time for solving the reported problem with the Agency. The system manager shall reply to a request of the Agency without delay during the working hours of the system manager if the problem indicated in such request affects secure circulation of information. The system manager has an obligation to inform the Agency of the possibility of solving the problems reported by the Agency which affect secure circulation of information, outside the working hours of the system manager.

50. Using the integrator controlled by the Agency, system managers shall organise the circulation of information between the systems in accordance with the conditions for the circulation of information laid down in the laws and regulations or indicated in the agreement document referred to in Paragraph 14 of this Regulation.

51. The Agency shall provide the system manager with the possibility to publish the conditions for the circulation of information set by the system manager and pertaining to the information available within the relevant system, the circulation of which is ensured, using the integrator, and also to receive consent to comply with these conditions from the manager of another system which applies for ensuring the circulation of the relevant information.

52. If the system manager considers it necessary to agree with the managers of other systems on the conditions for the circulation of information which is ensured, using the integrator, the system manager may publish such conditions in accordance with Paragraph 51 of this Regulation.

53. Upon submitting an application, the system manager shall agree to the conditions for the circulation of information set by the manager of the other system and published in accordance with Paragraph 51 of this Regulation, and shall undertake to comply with these conditions when participating in the circulation of the relevant information.

54. If the system managers organise the circulation of geospatial information available in the systems, using the integrator controlled by the Agency, they may agree that, upon submitting the application in accordance with Paragraph 53 of this Regulation, the system manager shall declare in accordance with the laws and regulations in the field of geospatial information that it will comply with the conditions for the use of the geospatial datasets in circulation.

55. Using the integrator controlled by the Agency, the system managers shall use the infrastructure and receive the support of the Agency related to the use of the infrastructure, and also shall develop and maintain the solutions necessary for ensuring the circulation of information according to the provisions for the use of the infrastructure set by the Agency.

56. The Agency shall draft and update the provisions for the use of the infrastructure in conformity with the requirements referred to in Paragraph 23 of this Regulation, and also proposals submitted by system managers. The Agency shall include the following in the provisions for the use of the infrastructure:

56.1. organisational procedures, conditions, or procedures related to the use of the infrastructure and the support of users of the infrastructure;

56.2. the technological requirements, guidelines, or recommendations for the development of services and applications and for their hosting and maintenance within the infrastructure, or for the development and maintenance of other solutions necessary for ensuring the circulation of information according to the functionality of the integrator or the security requirements.

57. Upon submitting an application, the system manager shall agree to the provisions for the use of the infrastructure and undertake to comply with their current versions, ensuring the circulation of information with the assistance of the integrator.

58. The system manager which uses the integrator controlled by the Agency shall ensure that all the authorised representatives of the system manager which have access to the infrastructure comply with the provisions for the use of the infrastructure. If the system manager has not ensured compliance with the provisions for the use of the infrastructure, the Agency has the right to restrict or deny access to the infrastructure for the authorised representatives of the system manager, or to refuse the use of the infrastructure for the system manager.

59. The Agency shall, within three working days after updating the provisions for the use of the infrastructure, submit them for review and provision of recommendations to all the system managers which use the integrator controlled by the Agency. Upon updating the provisions for the use of the infrastructure according to the changes to be made in the infrastructure, the Agency shall inform all the system managers which use the integrator controlled by the Agency of the necessary amendments to the provisions for the use of the infrastructure at least three months before implementation of these changes.

60. The Agency shall establish and maintain the portal of the integrator (https://viss.gov.lv) in which information on the integrator is available. The Agency shall publish the following on the portal of the integrator:

60.1. instructions on actions to be performed to start using the integrator controlled by the Agency, and also the circulation of information ensured by using this integrator;

60.2. an application form, instructions on how to fill in the application form, and information on the type of submission the application;

60.3. current versions of the provisions for the use of the infrastructure.

**3. Procedures for the Establishment, Development, and Liquidation of the Integrator**

61. The integrator manager shall establish, develop, and liquidate the integrator in accordance with the procedures laid down in this Regulation, regardless of the scope of activity of the integrator.

62. In cooperation with system managers, the integrator manager shall:

62.1. assess the feasibility of the establishment, development, or liquidation of the integrator, taking into consideration that the operation of the integrator ensures the circulation of information in accordance with criteria laid down in the laws and regulations regarding State information systems;

62.2. develop and implement a project for the establishment, development, or liquidation of the integrator (hereinafter – the project) or any changes to be made therein, in conformity with the requirements laid down in laws and regulations for ensuring the circulation of information between the relevant systems.

63. The integrator manager shall include measures in the project for the establishment, development, or liquidation of the integrator for the implementation of which time and funding have been planned. The project shall not include measures intended to be financed, using the funds assigned for the maintenance of the integrator.

64. Before implementation of the project, the integrator manager shall coordinate the project with the Ministry of Environmental Protection and Regional Development (hereinafter – the Ministry). The integrator manager shall coordinate the project with the Ministry regardless of the source of funding for the project.

65. The Ministry shall assess the project based on information on:

65.1. the measures included in the project and the time and funding planned for their implementation;

65.2. the term for the implementation of the project, the total amount of funding, and the sources of the funding;

65.3. the risk factors of the implementation of the project;

65.4. the expected benefits for ensuring the circulation of information after the project is implemented, and the possible consequences if the project is not implemented;

65.5. the integrator to be established, developed, or liquidated upon implementation of the project (the essence of the conceptual solution for the integrator, and also the organisational and technological requirements for ensuring the circulation of information using the integrator shall be indicated);

65.6. the circulation of information which can be ensured using the integrator, or ensuring of which is to be discontinued after the project is implemented (the scope of the circulation of information, the information in circulation, and the systems in which the relevant information is included, and also the managers of these systems shall be indicated);

65.7. the security of the circulation of information after implementation of the project (the level of security provided by the operation of the integrator shall be assessed, compared to the level of security if the circulation of information is ensured without the integrator);

65.8. the costs of the circulation of information after implementation of the project (the costs related to the operation of the integrator shall be assessed, including the costs necessary for the establishment and development of the integrator, and also for maintaining the integrator and ensuring the circulation of information between the systems during the time period when it is intended to use the integrator, as compared to the costs of ensuring the circulation of information within the respective time period without the integrator).

66. The integrator manager shall submit to the Ministry the information referred to in Paragraph 65 of this Regulation for assessment of the project or indicate a website where this information is available. If the information necessary for the assessment of the project is included in a document submitted to the Ministry in accordance with the laws and regulations regarding assessment of projects financed by European Union funds, the integrator manager shall specify the relevant document.

67. Within 20 working days after receiving the information necessary for assessing the project, the Ministry shall issue an opinion on the project to the integrator manager, and also is entitled to request additional information if the information provided for the assessment of the project is inaccurate or incomplete. The Ministry shall issue the opinion to the integrator manager within 20 working days after receiving the additional information.

68. If the Ministry discovers deficiencies in the project, the integrator manager shall, within 10 working days after receiving the opinion referred to in Paragraph 67 of this Regulation, coordinate with the Ministry the changes to be performed in the project for elimination of the relevant deficiencies.

69. If the opinion referred to in Paragraph 67 of this Regulation is positive, the integrator manager is entitled to begin the establishment, development, or liquidation of the integrator, taking the measures included in the project.

70. If during implementation of the project the integrator manager finds that the project requires changes, the integrator manager shall prepare information on the changes in the project and submit the relevant information to the Ministry for assessment.

71. The Ministry shall assess the information on the changes in the project provided by the integrator manager and issue an opinion on the necessity for such changes in the project to the integrator manager in accordance with the procedures laid down in this Regulation. The integrator manager shall ensure that the changes in the project enter into effect if the relevant opinion is positive.

72. The integrator manager has an obligation to inform the Ministry of the results of the establishment, development, or liquidation of the integrator within 10 working days after completion of the relevant project.

**4. Closing Provisions**

[*24 September 2019*]

73. Paragraphs 51, 52, 53, and 54 of this Regulation shall come into force on 2 July 2018.

74. Paragraphs 51, 52, 53, and 54 of this Regulation shall apply from 24 November 2022.

[*13 October 2020*]

Prime Minister Māris Kučinskis

Minister for Environmental Protection and

Regional Development Kaspars Gerhards