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The *Saeima 1* has adopted and

the President has proclaimed the following law:

**Law on the State Platform for Conducting Proceedings in the Electronic Environment**

**Section 1. Terms Used in the Law**

The following terms are used in the Law:

1) **proceedings in the electronic environment** – the implementation of criminal proceedings, administrative offence proceedings, administrative proceedings, civil proceedings, proceedings for the application of compulsory measures of a correctional nature to children, and proceedings for the enforcement of a ruling and the availability of the data to be processed in the proceedings in the electronic environment ensured by an aggregate of information and communication technologies solutions (hereinafter – the e-Case);

2) **e-Case data**– data or documents created electronically or printed documents converted into electronic form;

3) **e-Case platform**– a centralised aggregate of shared information and communication technologies solutions which ensures the movement of the e-Case data between the principal activity information systems and the necessary functionality and use of e-Case sharing solutions;

4) **principal activity information system** – a State information system which uses the e-Case platform for the movement of the e-Case data in order to perform such functions in the e-Case which are specified in the legal acts governing the activity of a State or local government institution;

5) **legal acts of proceedings** – within the meaning of this Law: legal acts governing criminal proceedings, administrative offence proceedings, administrative proceedings, civil proceedings, proceedings for the application of compulsory measures of a correctional nature to children, and proceedings for the enforcement of a ruling.

**Section 2. Purpose of the Law**

The purpose of this Law is to ensure coordinated operation and supervision of the e-Case and effective movement of the e-Case data between the State and local government institutions and persons involved in the abovementioned proceedings.

**Section 3. Sharing Solutions of the e-Case Platform and the Operation Thereof**

(1) The e-Case platform shall include at least the following sharing solutions:

1) the electronic case catalogue;

2) the e-Case portal;

3) the unified calendars;

4) the shared registers and classifiers;

5) the shared support applications and tools.

(2) During the design and development process of the e-Case platform, new sharing solutions may be included therein according to the identified need.

(3) An institution may tailor the e-Case sharing solution for ensuring the activity thereof according to the needs thereof in the e-Case implementation.

(4) The Court Administration shall be the manager and holder of the e-Case platform.

(5) The institution which ensures entry of the relevant e-Case data in the principal activity information system shall be responsible for the e-Case data stored in the e-Case platform.

(6) The e-Case platform shall only ensure circulation of such converted documents which are certified by a qualified electronic seal within the meaning of Article 3(27) of Regulation (EU) No 910/2014 of the European Parliament and of the Council of 23 July 2014 on electronic identification and trust services for electronic transactions in the internal market and repealing Directive 1999/93/EC (hereinafter – Regulation No 910/2014) or a qualified electronic signature within the meaning of Article 3(12) of Regulation No 910/2014 and a qualified time stamp within the meaning of Article 3(34) of Regulation No 910/2014.

(7) Managers of the principal activity information systems shall define the access rights to the e-Case data stored in the principal activity information system in accordance with the legal acts of proceedings.

(8) The scope of the e-Case data to be processed, the conditions for the identification of a person, the data storage rules, and the procedures for the processing of data necessary for the provision of the e-Case platform shall be determined by the Cabinet.

(9) The procedures for archiving the e-Case data stored permanently and temporarily in the principal activity information systems shall be determined by the Cabinet.

**Section 4. Electronic Case Catalogue**

(1) The electronic case catalogue is a solution for the movement of the e-Case data with the help of which the movement of the e-Case data between the principal activity information systems necessary for ensuring the operation of the e-Case and other State information systems related to the proceedings in the electronic environment is ensured.

(2) The electronic case catalogue shall ensure the movement of the e-Case data in accordance with the criteria for the operation of the State information systems’ integrator specified in Section 17, Paragraph one of the Law on State Information Systems.

**Section 5. e-Case Portal**

The e-Case portal is a website which enables the persons involved in the proceedings in the electronic environment to submit and receive the e-Case data if such communication is allowed by the legal acts of proceedings.

**Section 6. Unified Calendars**

(1) Unified calendars shall reflect the information on the availability of persons and resources obtained from the principal activity information system.

(2) The information included in the unified calendars shall be used by the persons involved in the proceedings in the electronic environment in order to plan and coordinate their activities efficiently with the activities of other persons involved in the proceedings and also to plan the use of resources.

(3) The e-Case platform shall ensure access to the unified calendars maintained by the managers of the principal activity information systems.

**Section 7. Shared Registers and Classifiers**

Shared registers and classifiers necessary for ensuring the proceedings in the electronic environment shall be maintained and transferred for shared use in the electronic case catalogue by the manager responsible for the shared register or classifier.

**Section 8. Shared Support Applications and Tools**

(1) Shared support applications and tools shall enable the principal activity information systems to ensure technical performance of the functions specified in the legal acts governing the activity of the institution.

(2) The processing of e-Case data in each shared support application or tool shall be the responsibility of each institution which has integrated the relevant shared support application or tool into its principal activity information system for the performance of its principal functions.

**Section 9. Personal Data Processing in e-Case Platform**

(1) The Court Administration shall be the controller of personal data in respect of the personal data necessary for the provision of access for the organisation of the operation of the e-Case platform in accordance with laws and regulations.

(2) The State authority responsible for the processing of personal data in the respective State information system shall be the controller of the processing of personal data in the e-Case platform in respect of the personal data obtained from other State information systems.

(3) The institutions which process personal data in the e-Case platform for the performance of the functions specified in the legal acts of proceedings shall be as follows in the exchange of the e-Case data included in the principal activity information system:

1) the Office of the Prosecutor of the Republic of Latvia and the European Public Prosecutor’s Office;

2) a court;

3) the investigating institutions specified in Section 386 of the Criminal Procedure Law;

4) the institutions specified in Section 115, Paragraphs one and three of the Law on Administrative Liability;

5) the State Probation Service;

6) the Latvian Prison Administration;

7) other State and local government institutions the legal acts governing the activity of which prescribe that the functions of such institutions are related to the enforcement of a ruling.

(4) The persons involved in the proceedings shall process personal data in the e-Case platform in order to implement the functions specified in the legal acts of proceedings in the electronic environment.

(5) Personal data shall be stored in the e-Case platform for as long as it is necessary for the performance of the functions specified in the legal acts of proceedings in accordance with the purposes referred to in Paragraph four of this Section.

**Section 10. Access to Information in the e-Case Portal**

(1) The person involved in the proceedings shall access the e-Case data through the e-Case portal and enter the e-Case data in accordance with the legal acts of proceedings.

(2) State and local government institutions have the right to access the e-Case portal and enter the e-Case data therein insofar as the performance of their functions and tasks is not possible in the principal activity information system.

**Section 11. e-Case Supervision Council**

(1) The e-Case Supervision Council is a collegial authority which implements the supervision of the e-Case and coordinates the operation and development of the e-Case, ensuring coordinated functioning of the e-Case platform for the maintenance and development of the principal activity information systems of all involved institutions in the proceedings in the electronic environment.

(2) The composition of the e-Case Supervision Council shall include:

1) the Minister for Justice;

2) the Minister for Environmental Protection and Regional Development;

3) the Minister for the Interior;

4) the Prosecutor General.

(3) The Minister for Justice shall be the chairperson of the e-Case Supervision Council.

(4) The Minister for Finance may participate in the meeting of the e-Case Supervision Council without voting rights but in the capacity of an advisor.

(41) A member of the e-Case Supervision Council or the Minister for Finance may appoint another person to participate in a meeting of the e-Case Supervision Council. The member of the e-Case Supervision Council or the Minister for Finance shall, before the meeting of the e-Case Supervision Council, submit information to the Ministry of Justice on the appointed person.

(5) Upon invitation of the chairperson of the e-Case Supervision Council, officials and employees of other State authorities, representatives of non-governmental organisations, experts, and other specialists may also participate in the meeting of the Council.

(6) The Cabinet shall:

1) define the functions and work organisation of the e-Case Supervision Council;

2) establish an inter-institutional working group for targeted cooperation and coordination in order to ensure the implementation and development of a unified e-Case concept of national level and unified e-Case architecture and also further functioning of the e-Case governance mechanism.

[*2 February 2023*]

**Transitional Provisions**

1. The Cabinet shall, by 30 November 2022, issue the regulations referred to in Section 3, Paragraph nine of this Law.

2. Section 3, Paragraph six of this Law shall not be applied until 31 December 2023, but in relation to the Information System of Criminal Proceedings – it need not be applied until 30 June 2026.

[*2 February 2023*]

The Law shall come into force on the day following its proclamation.

The Law has been adopted by the *Saeima* on 10 March 2022.

President E. Levits

Rīga, 22 March 2022